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"Assurance Option" Program

Organizations are routinely the target of espionage attacks, and many attacks begin long before those in charge become 
suspicious. ComSec LLC designed its Assurance Option Programs as a preemptive counterespionage strategy to confront 
the growing global threat of corporate, industrial and state sponsored espionage and intellectual property theft. The pro-
gram involves a series of TSCM inspections within a defined time interval triggered by events or circumstances that can 
leave your organization vulnerable to espionage attacks. The program helps to expose vulnerabilities and provide preemp-
tive strategies to minimize losses and exposures following a full scope TSCM survey. 

Almost daily, there are news reports of significant espionage attacks and technical compromises involving some of the 
largest and most tech savvy corporate, government and private enterprises. As the inevitability of corporate, cyber, eco-
nomic and industrial espionage attacks increases; ComSec's Assurance Option Program offers business leaders the ability to 
sustain the time-tested admonition that the best defense is a good offense. 

ComSec brings a unique combination of Cyber TSCM expertise and broad counterintelligence skills to the highly sophisti-
cated and multifaceted challenge of safeguarding your organization's technological competitiveness. ComSec is comprised 
of a group of well-rounded professionals in diverse areas of Cyber Technical Surveillance Countermeasures ("Cyber TSCM"), 
system assessment, penetration testing, digital forensics, security/privacy audit, law, interrogation, counterintelligence, and 
cyber warfare. ComSec also utilizes combined abilities of technical and Human Intelligence (HUMINT). This combination of 
skills, expertise and abilities gives your organization an advantage in the battle against espionage, and provides your orga-
nization with an unparalleled foundation for confidence and peace of mind.

The ComSec Assurance Option Program will safeguard and mitigate risks to sensitive data, identify external hacking inci-
dents and respond to advance persistent threats. 

Benefits of The ComSec Assurance Option Program Include:

• Identification of corporate counter espionage program objectives and goals.

• Detection of illegal spying activities.

• Exposure of vulnerabilities and weaknesses in corporate security posture.

• Empowerment of corporate counsels to effectively minimize damage resulting from corporate exposures.

• Education of chief executives about existing corporate espionage technologies, devices and tactics.

• Providing corporate counsels and chief executives with the knowledge and information needed to develop 
             an effective corporate counter espionage program.

• Saving Facility Security Officers, Security Directors and C-suite executive’s time by providing a comprehensive 
 up-to-date summary of emerging corporate espionage threats and devices.

• Striving to ensure valuable corporate proprietary and trade secret information is adequately protected.

• Ultimately increasing value of your corporate brand.
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The ComSec Assurance Option Program is offered as a follow on service after a full scope TSCM 
Survey has been preformed.

Quarterly "ASSURANCE OPTION" Program: 

Includes four (4) quarterly scheduled TSCM Inspections (covert or open) following a full scope TSCM Survey.

The ComSec Assurance Option TSCM Inspection is a limited "sweep" to address specific concerns. The 
TSCM inspection evaluates changes to the operating environment and ensures that no vulnerabilities were created as a 
result of modifications to the area of concern. Inspections also are advised to assess the technical integrity of furnishings, 
electronic equipment, proposed or completed construction, gifts or installation of items not previously examined during the 
full scope TSCM Survey preformed by the ComSec TSCM Team. It is recommended that Assurance Option TSCM Inspections 
be scheduled on a quarterly basis.  However, the TSCM inspections may be scheduled anytime within a calendar year as per 
client request. 

Also, any scheduled Assurance Option TSCM Inspection may also be substituted for TSCM In-Conference Monitoring. TSCM 
In-Conference Monitoring is a limited service, normally provided in conjunction with sensitive briefings, conferences, cor-
porate board meetings, and seminars. This is primarily a limited inspection of the technical attributes of the facility, board-
room, yacht, aircraft etc., before, during, and as necessary, after the activity/meeting has been concluded. 

ComSec will provide a detailed written analysis depicting inspection techniques, our findings and recommendations to help 
you prevent future recurrence. If a technical surveillance device is found during your inspection, we will meet with you to 
discuss steps to identifying the origin of the device (if possible) and ways to mitigate future risk of recurrence.

Semi-Annual "ASSURANCE OPTION" Program: 

Two (2) scheduled TSCM Inspections (covert or open) within a calendar year following a full scope TSCM Survey.

Same TSCM Inspection service as offered above, but includes only two (2) TSCM Inspections. The inspections may be sched-
uled anytime within a calendar year as per client request.
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Our goal is to help you regain control of your environment and to help you prevent future exposures. 
Call us today @ 1-800-615-0392 to discuss the Assurance Option that fits your organization's needs.


